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About the PIV-D Manager app for iOS
The PIV-D Manager app for iOS, which is an AppConnect app, is part of MobileIron’s solution for providing derived
credentials to iOS devices. These credentials are derived from the credentials on a device user’s smart card.
AppConnect apps, includingWeb@Work, Docs@Work and Email+, can use the identity certificates in the derived
credential for the same purposes that they use any identity certificate.

The PIV-D Manager app supports derived credentials from these derived credentials providers:
• Entrust
• DISA Purebred

When you launch the PIV-D Manager app, you choose which derived credential provider you are using.

Resolved issues
See PIV-D Manager app for iOS product documentation for release notes describing resolved issues fixed in
previous releases.

This release includes the following new resolved issues:

l ICM-352: Fixed an issue seen in the import mode for certificates from the Purebred Registration app. The
issue in the PIV-D Manager app was seen due to an issue in iOS 13.

Documentation resources
MobileIron product documentation is available at https://help.mobileiron.com/s/mil-productdocumentation.

TheMobileIron Cloud Administrator Guide is also available from your instance of MobileIron Cloud by clicking on
theHelp link in the user interface.

MobileIron Support credentials are required to access documentation in the Support Community.
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