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Preface

* Document CONVENLIONS . .. ..ottt ittt ettt ettt te et aneneaenennennns 1
* Requesting Technical SUPpOrt ... ... i i i i i i et i s 2
* Reporting Documentation ISSUES. . . ... ittt ittt e i 3

Document Conventions

The document conventions describe text formatting conventions, command syntax conventions, and
important notice formats used in Pulse Secure technical documentation.

Text Formatting Conventions

Text formatting conventions such as boldface, italic, or Courier font may be used in the flow of the text to
highlight specific words or phrases.

Format Description

bold text Identifies command names

Identifies keywords and operands

Identifies the names of user-manipulated GUI elements

Identifies text to enter at the GUI

italic text Identifies emphasis

|dentifies variables

|dentifies document titles

Courier Font Identifies command output

Identifies command syntax examples

Command Syntax Conventions

Bold and italic text identify command syntax components. Delimiters and operators define groupings of
parameters and their logical relationships.

bold text Identifies command names, keywords, and command options.
italic text Identifies a variable.
[] Syntax components displayed within square brackets are optional.

Default responses to system prompts are enclosed in square brackets.

© 2020 Pulse Secure, LLC. 1
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Convention Description

{x]yl|z} A choice of required parameters is enclosed in curly brackets
separated by vertical bars. You must select one of the options.

Xy A vertical bar separates mutually exclusive elements.
<> Non-printing characters, for example, passwords, are enclosed in angle
brackets.

Repeat the previous element, for example, member[member...].

\ Indicates a “soft” line break in command examples. If a backslash
separates two lines of a command input, enter the entire command at
the prompt without the backslash.

bold text Identifies command names, keywords, and command options.

Notes and Warnings
Note, Attention, and Caution statements might be used in this document.

Note: A Note provides a tip, guidance, or advice, emphasizes important information, or provides a reference to
related information.

ATTENTION
An Attention statement indicates a stronger note, for example, to alert you when traffic might be interrupted or

the device might reboot.

CAUTION
A Caution statement alerts you to situations that can be potentially hazardous to you or cause damage to

hardware, firmware, software, or data.

Requesting Technical Support

Technical product support is available through the Pulse Secure Global Support Center (PSGSC). If you have a
support contract, file a ticket with PSGSC.

* Product warranties—For product warranty information, visit https://support.pulsesecure.net/product-
service-policies/

Self-Help Online Tools and Resources

For quick and easy problem resolution, Pulse Secure provides an online self-service portal called the Customer
Support Center (CSC) that provides you with the following features:

* Find CSC offerings: https://support.pulsesecure.net
* Search for known bugs: https://support.pulsesecure.net
* Find product documentation: https://www.pulsesecure.net/techpubs

* Download the latest versions of software and review release notes: https://support.pulsesecure.net

2 © 2020 Pulse Secure, LLC.
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* Open a case online in the CSC Case Management tool: https://support.pulsesecure.net

* To verify service entitlement by product serial number, use our Serial Number Entitlement (SNE) Tool:
https://support.pulsesecure.net

For important product notices, technical articles, and to ask advice:

* Search the Pulse Secure Knowledge Center for technical bulletins and security advisories:
https://kb.pulsesecure.net

* Ask questions and find solutions at the Pulse Community online forum:
https://community.pulsesecure.net

Opening a Case with PSGSC

You can open a case with PSGSC on the Web or by telephone.
* Use the Case Management tool in the PSGSC at https://support.pulsesecure.net.
e (Call 1-844 751 7629 (Toll Free, US).

For international or direct-dial options in countries without toll-free numbers, see
https://support.pulsesecure.net/support/support-contacts/

Reporting Documentation Issues

To report any errors or inaccuracies in Pulse Secure technical documentation, or to make suggestions for
future improvement, please send your comments to: techpubs-comments@pulsesecure.net. Include a full
description of your issue or suggestion and the document(s) to which it relates.

© 2020 Pulse Secure, LLC. 3
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Overview of Pulse One

Pulse One provides unified management of Pulse Connect Secure and Pulse Policy Secure appliances in a
single easy-to-use console.

Pulse One, a single, comprehensive management console, offers the administrative end-to-end control and
the visibility needed to manage remote, local and mobile access to corporate applications. Administrators use
its intuitive, role-based console to monitor system health, manage security policies, troubleshoot issues,
monitor appliance and device health, and publish appliance/device configurations.

FIGURE 1T  Pulse One Unified Management

Pulse
Connect
Secure

Pulse
Policy
Secure

T
Workspace

It controls enterprise access to datacenter and cloud from a single console.
* Role-based access - Grants console access and privileges based on IT role and credentials.

* Group-based management - Publish software updates, policy changes and configuration
provisioning using custom-defined groups.

* Centralized administration - Collectively administers multiple appliances without logging into them
on a box-by-box basis.

* Built-in Mobility Management - Provides basic EMM functionality for iOS and Android devices and
management of BYOD Workspaces.

© 2020 Pulse Secure, LLC. 5
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* System Dashboard - Assesses the collective health of all appliances and provides security alerts and
appliance alarms.

* Appliance Dashboard - Provides appliance status with analytics for connectivity, capacity, utilization,
and uptime.

* Administrator Audit Logging - Tracks administrator changes to appliance configuration.
* Monitor and Reporting - Monitors system activity and provides historical reporting.

* SaaS Deployment - Introduces new features and scales without datacenter logistics and planning.

Logging Into Pulse One

This section details the steps to log in to Pulse One administration.
Use the Pulse One admin URL to launch the Pulse Secure Pulse One console.
If you are an existing user, enter the user name and password. Click Sign In to log in to Pulse One.

If Enterprise SSO is configured for your user ID, then click Sign In with Enterprise SSO. For details about the
Enterprise SSO configuration, see “Enterprise Connections” on page 181.

FIGURE2  Pulse One Login Page

Q Secu_re-

Secure Access for the next generation

Pulse One!

SignIn

Forgot password? Sign In with Enterprise 550

If you are a new user, you would have received a Welcome Mail from Pulse One to your registered mail
address. Click the Set your password link in the Welcome Mail. In the Pulse One login page that appears,
provide a strong password and confirm the password. On successful login, the End User License Agreement
(EULA) page appears.

If you have forgotten your Pulse One password, click the Forgot password link. In the page that appears, enter
your user id and click Request reset.

6 © 2020 Pulse Secure, LLC.
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An email that contains Reset your password link will be sent to your registered mail id. Use this link to launch
Pulse One and provide your new password and confirm the new password.

Note: The Reset your password link that you received in the email has an expiration time of 1 hour. Beyond
this time, you should make a new request for reset.

If you are a new user logging into Pulse One for the first time, then in the EULA page use the scroll bar to read
through the terms of the agreement and then click Agree.

The Welcome wizard page appears.

FIGURE3  Welcome Wizard

® z a :

Welcome Manage Enable BYOD Get Started
Appliances

Pulse One is a centralized management platform for the Pulse Secure hardware series, running either Pulse
Connect Secure or Pulse Policy Secure.

What's New!
New dashboard widgets are available to add to your dashboards. These include:
App Visibility
Appliance Health )
Go to the new App Visibility page

+ Don't show this to me again W

The Welcome wizard provides you a brief overview of Pulse One. Click the right-arrow button until the Get

Started option appears. Optionally, select the Don't show this to me again check box and then click Start
Now.

Note: You can view the Welcome wizard any time by clicking the settings icon on the top right corner of the page
and selecting Show Welcome Wizard.

© 2020 Pulse Secure, LLC. 7
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FIGURE4  Pulse One Home Page

Secure DASHBOARD APPLIANCES WORKSPACES ANALYTICS ADMINISTRATION
PULSE ONE

Da 5 h boa rd WORKSPACES PROFILED DEVICES ~ USER ACTIVITIES CLOUD SECURE

0

of 100

Connect Secure ol cure Named User
appliances C licenses used

Appliance
cluster(s)

@ r 0\

SETTINGS ~ ADMIN

Select the appropriate tab, settings icon or user icon, and get started with the administration.

Adding a Pulse Workspace License

To activate the Workspace menu and Pulse Workspace functionality, you must install a Pulse Workspace

license.

Pulse Workspace licenses for OnPrem/Appliance (either hardware or software) have the following format:

PWS-nNnnU-xxXxXXxXX-XXXXXKKX
For example, PWS-10U-a1b2c3d4-e5f6g7h8.
Pulse Workspace licenses for SaaS/Cloud have the following format:
PWS-nnnnU-nnY
To install a Pulse Workspace license on Pulse One:
1. Login into Pulse One as an administrator.

2. (lick the Settings icon on top-right-corner of the page.

© 2020 Pulse Secure, LLC.
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3. Select Licenses. The Licenses page appears.

FIGURES5  Installed Licenses

Secure DASHBOARD APPLIANCES WORKSPACES ANALYTICS ADMINISTRATION

PULSE ONE EEr{l!uGs .an__r'u_uu

Licenses (Gl disyEs Pulse One Properties

Asset ID { Workspace Properties

LDAP Groups

PWS-EVALDOO01234

PW5

Note: Any expired licenses (none shown in this example) are displayed in red.
4. Click Add New License.
The Activate License dialog appears.

FIGURE6  Add New License

Activate License

Enter new license key here:

5. Enter the license key.
6. Click Activate.

The new license is confirmed.
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The new license appears in the list of licenses. For example:

FIGURE 7

Secure’

PULSE ONE

Asset 1D
PWS-EVALO0001234

PWS

New Pulse Workspace License

DASHBOARD APPLIANCES

WORKSPACES

ANALYTICS

ADMINISTRATION

Quantity

SETTINGS ~ ADMIN

Expiration Date
2013-04-03

2020-02-02

PWS-EVALOOQ00008

2019-12-31

Changing the Password

To change the password:

1. Click the user icon on the top-right corner of the page.

2. From the pull-down menu, click Change Password to change your login password.

FIGURE8  Change Password

Secure:

PULSE ONE

BENgleleElfe

OVERALL

APPLIANCES

WORKSPACES

PROFILED DEVICE!

DASHBOARD APPLIANCES WORKSPACES AMALYTICS ADMINISTRATION

OVERALL APPLIANCE STATS

0

Connect Secure
appliances

Policy Secure
appliances

concurrent
user licenses
used

0 0

Named User Appliance
licenses used cluster{s)

Help

Knowledge Base

= Logout

An email that contains Set new password link will be sent to your registered mail id. Use this link to

launch Pulse One and provide your new password.

Note: The Set new password link that you received in the email has an expiration time of 1 hour.

Beyond this time, you will have to make a new request for setting the new password.

3. Tologout of the admin console, click Logout.

10
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Viewing Pulse One Dashboards

* Viewing Overall System Health........ ... . . . i i i, 11
*  Viewing Workspace Metrics. . .. ..o ittt ittt 12

Viewing Overall System Health

To view metrics for system health, select the Dashboard tab, and then select the Overall tab. For example:
FIGURE9  Overall Dashboard

e ~
A

Secure DASHBOARD APPLIANCES WORKSPACES ANALYTICS ADMINISTRATION

PULSE ONE SETTINGS ~ ADMIN

Dashboard

WORKSPACES PROFILED DEVICES ~ USER ACTIVITIES CLOUD SECURE

This dashboard includes the following widgets by default:
* Overall appliance statistics.
* Appliance health for individual appliances.
* VPN realm usage.
* Role usage.
* Frequent user logins.
* Logins in the past 24 hours.
* C(ritical appliance events with timestamps.
* Resource dial.
* Pulse Connect Secure versions.
* Pulse Policy Secure versions.

Each widget that can be refreshed by clicking Reload Widget Content () and collapsed by clicking Collapse/
Expand Widget ().

© 2020 Pulse Secure, LLC. 1
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Viewing Workspace Metrics

To view metrics for workspaces, select the Dashboard tab, and then select the Workspaces tab.

FIGURE 10 Workspaces Dashboard

Secure® DASHBOARD APPLIANCES WORKSPACES ANALYTICS ADMINISTRATION
PULSE ONE

Dashboard

SETTINGS  ADMIN
o s

OVERALL WORKSPACES PROFILED DEVICES  USER ACTIVITIES CLOUD SECURE
——

N

WORKSPACE STATS

12

29

Total spaces

200 0

0

Locked spaces

1

1

Blocked spaces

9 0

Total users Total licenses Open

invitations

Wiped spaces Noncompliant Expired spaces

WORKSPACE ALLOCATION DEVICES AND CARRIERS
Stacked Grouped 05 Carrier Manufacturer
android 10
Open Invitations Expired Invitations Registered android 5.1.1
id 8
android 8.1.0 android 6.0.1
android 7.0
Rl android 7.1.1
android 8.0.0 <

»

Each widget that can be refreshed using the Reload Widget Content (") and collapsed using the Collapse/
Expand Widget ().

The administrator can view the following information:
* Workspace statistics, including:

* The total number of users.
* The total number of (work)spaces.
* The total number of licenses.
* The number of open device invitations.
* The total number of locked/wiped/blocked (work)spaces.
* The total number of non-compliant devices.

* The total number of expired (work)spaces.

12 © 2020 Pulse Secure, LLC.



Workspace allocation, in terms of:
* Openinvitations.
* Expired invitations.
* Registered workspaces.
These can be displayed as Grouped or Stacked bar chart data.
Devices and carriers, in terms of:
* Operating system on the device. For example: Android 7.1.1,i0S 11.2.5,i0S 12.0, and so on.
* Carrier for the device. For example: Sprint, AT&T, T-Mobile, and so on.
* Manufacturer of the device. For example: Apple, Samsung, Huawei, and so on.
Device owner, in terms of:
* Android corporate.
* Android corporate owned single use (COSU).
* Android BYO.
* Apple corporate.
* Apple BYO.
Note: These can be displayed as Grouped or Stacked bar chart data.
Coverage by policy, in terms of individual current/pending policies.

Workspace Connectivity.
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System Management
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* Adding an Apple MDM Certificate ......... ..ot 19
* Addinga CACertificate. ... ... .ottt i ittt e et e 26
* Configuringa VPN Certificate .......c.itiiiiiiii ittt ittt ittt enieeeanannn 30
* Changing the Enterprise Usage Agreement ....... ... ...ttt innnnenennn 31
*  VieWing ACtIVItY LOZS ..ottt ittt it e ettt ettt 31
* Licensing Pulse One and Pulse Workspace. ........ ...t iiiinenenn. 34

Working with LDAP Groups

Enterprises typically assign policies based on the LDAP group. For example, staff in Sales need access to a
specific set of Enterprise apps, while staff in Finance need a different set of Enterprise apps.

You can configure LDAP groups and assign these groups to policies. These policies are then sent to
Workspaces when users configure Workspaces on their mobile devices.

If users are in multiple LDAP groups, then they get multiple policies. The order of policies applied to
Workspaces depends on the order of polices configured on Workspace Server.

* “Adding an LDAP Group” on page 15.
* “Removing an LDAP Group” on page 17.

* “Configuring an LDAP Group” on page 17.

Adding an LDAP Group
To add an LDAP group:

1. On the Pulse One console, select Settings > Workspace Settings > LDAP Groups.
The Manage LDAP Groups page appears.

FIGURE 11 Adding an LDAP Group
@ o

SETTINGS  ADMIN

Secure DASHBOARD APPLIANCES WORKSPACES ANALYTICS ADMINISTRATION

PULSE ONE

Manage LDAP Groups Pulse One Praperties

(S ce Properties
Label | Damain | Group Name @
test] pulsega.com gt CN=G6,0U

Enterprise Usage Agreement
Licenses

VPN Cert
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2. (Click Add Group.
The Add LDAP Group dialog appears.
3. Enter a Label for the group.
4. Select either Group Name or Distinguished Name format. The dialog updates.
5. (Optional) If you selected Group Name:
* Enter the Domain name to which the group belongs.
* Specify a Group Name.
* C(lick Save to add the group.

FIGURE 12 Add an LDAP Group using a Group Name

Label* Sales Group

Group Mame Distinguished Name

Domain* pulse.net

Group Name* Pulse Sales Group

( cancel ) @

6. (Optional) If you selected Distinguished Name:

* Enter a Distinguished Name in the CN=Name, OU=organizationname,DC=domain,DC=com
format.

* C(lick Save to add the group.

FIGURE 13 Provide LDAP Group details - using Distinguished Name

Add LDAP Group

Label*

Group Mame

Distinguished Name*

Sales Group
Distinguished Name

CN=Idapgroup.CU=Idapuser

(Cancel ) @

When an LDAP Group is added, it is unverified.




A notification is then sent to PCS, which will validate the group name against the LDAP server and will send one
of the following validation status:

* Verified - Group name is available and validated.

Note: Admin can only assign verified LDAP groups to policies.
* Invalid - Group name is not available.
* Pending - LDAP provider is not configured.

* Expired - Group name is deleted from the back-end LDAP server.

Removing an LDAP Group

To remove an LDAP group:

1. Toremove an LDAP Group, click the More icon next to the state of the group that you want to remove,
and select Delete Group from the options.

2. Inthe dialog displayed, click Yes to remove the group.

Note: When the LDAP Group is deleted, it is removed from all the policies to which it is attached.

Configuring an LDAP Group
To configure an LDAP group:

1. Click the Settings icon on top-right-corner of the page.
2. Select Workspace Properties.
The Workspace Properties page appears.

3. Expand Enterprise Connections.

17
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4. C(lick the Edit icon corresponding to LDAP Provider.

FIGURE 14 Edit the LDAP Provider

Secure DASHBOARD ~ APPLIANCES
PULSE ONE

WORKSPACES ANALYTICS ADMINISTRATION

SETTINGS ~ ADMIN

Expand All Collapse All

Mame i Value &
~IEnterprise Connections (5)
Activesync Host

Activesync Provider

Enable Workspace Registration with SAML Yes E4
Ldap Provider =gl £
VPN Provider SA-125 K

=] Workspaces (3)

The Edit Property dialog appears.
5. Select the required LDAP Provider from the drop-down list and click Save.
6. Select the Workspaces menu, and then the Policies tab.
7. Under Workspace Policies, click Add.
The Add Policy dialog appears.
8. Specify a Policy Name, one or more user tags, and choose a verified LDAP group.

FIGURE 15 Map Policy

Add Policy

Policy name* Ldap policy
Select the targer users for this policy by choosing criteria from the options below. The list will show all users chosen using the entered criteria.
Has user tags

sa-as-proxy * | Add or select tags

DAP gr
LDAR group Ldap_group1|
Device Owner Mode All (BYO and Corporate Qwned)
User Carrier Manufacturer Model Current Policy
' -
testadmin airtel-in samsung SM-GO30F
cstest {unknown operato... samsung SM-G935F cloudsecure-shreya
-

o]
o
Ie
[

9. C(lick Save.
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10. Select the Workspaces menu, and then the Devices tab.
A list of workspace Users is displayed.
11. Select a user.
The User Info tab shows the LDAP Group to which the user is attached.

FIGURE 16 LDAP Group in User Details

& 9

SETTINGS ~ ADMIN

Secure DASHBOARD APPLIANCES WORKSPACES ANALYTICS ADMINISTRATION
PULSE ONE

Q

Workspaces

DEVICES APP CATALOG POLICIES
| ——
=l DAk Total users Total spaces Noncompliant Users Pending Invites
SElL Act v 1 O 25 p 1 2 P! O g

| cstest [cstest G
-l aarti (4) cstest
samsung SM-GO35F samsung SM-G835F samsung SM-GO35F samsung SM-G835F

OnePlus ONEPLUS...

Users Tags

=Add Workspace

OnePlus ONEPLUS... Activities [, Edit

samsung SM-G935F

User Details

samsung SM-G935F Username: cstest

=1 Anand B (1) anandb

Full Name:

motorola Moto G (4)
LDAP Group: PC5_16_22

I El cstest (4) cstest
n Workspace Email: cstest@pulsesecurecloud.net
samsung SM-G935F
samsung SM-GO35F Provision Email: cstest@pulsesecurecloud.net

Adding an Apple MDM Certificate

This section details the steps to add an Apple MDM push certificate to your Workspace management console.
An Apple MDM push certificate allows your Workspace management console to push policies, updates and
actions to your managed iOS devices.

Note: An Apple MDM certificate is required to provision and manage iOS devices. This certificate, downloaded
from Apple, is valid for one year and requires renewal. If the certificate expires, the enrolled iOS devices will
appear offline and must be re-provisioned.

To add an iOS MDM certificate:
1. Click the Settings icon on top-right-corner of the page and select Apple.

2. Select the Apple MDM Cert tab.
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The Apple MDM Cert management page appears.

FIGURE 17 Apple MDM Cert page

Secure DASHBOARD APPLIANCES WORKSPACES ANALYTICS
PULSE ONE

ADMINISTRATION

Apple DEP Apple VPP Pulse One Properties

Woarkspace Properties

Current Certificate Information

Subject UlD=cam.apple.mgmt.External. 7dd208ca-1055-4666! ficate
And Enterprise

Issuer CN=Apple Application Integration 2 Certification Auth  Enterprise Usage Agreement ity
Licenses

Expired 2018-11-23 VPN Cert

Generate Apple MDM Certificate
Step 1
Download the signing request cert (CSR file).
Step 2

Upload the CSR file to Apple at hrpss/identity.apple.com/pushcert/

Step 3

Upload the certificate to Pulse One.
Choose File | Mo file chosen

3. Click the Download the signing request cert (CSR file) link to download the MDM push certificate's
CSR (Certificate Signing Request) file to your computer.

4. C(lick the Upload the CSR file to Apple link to go to the Apple Push Certificates Portal web site.
5. Sign in to the Apple Push Certificates Portal using your organization’s Apple ID.

FIGURE 18 Log in to the Apple Push Certificates Portal

Support Q

Apple Push Certificates Portal

Sign in.

Forgot your Apple ID?
........

Forgot your password?
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6. Click Create a Certificate to create a new MDM push certificate.

FIGURE 19 Create a New Certificate

Store ac iPhone iTunes Support

Apple Push Certificates Portal dapomuigsmai <o (ETEREED)

Certificates for Third-Party Servers oG

Service Vendor Expiration Date* Status Actions

° D CED
o D D G
o D D G
o D D D
o D D G
o D D G
o D D €
° D D €
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“Revoking or allowing this certificate to expire will require existing devices to be re-enrolled with a new push certificate.

7. Review and accept the terms of use.

FIGURE 20 Accept Terms of Use

iPhone iTunes Support Q

Apple Push Certificates Portal

Terms of Use

PLEASE READ THE FOLLOWING LICENSE AGREEMENT TERMS AND CONDITIONS CAREFULLY
BEFORE DOWNLOADING OR USING THE APPLE CERTIFICATES. THESE TERMS AND CONDITIONS
CONSTITUTE A LEGAL AGREEMENT BETWEEN YOUR COMPANY/ORGANIZATION AND APPLE.

MDM Certificate Agreement
(for companies deploying mobile device management for I0S andlior 05 X products)

Purpose

Your company, organization or educational institution would like to use the MOM Certificates (as defined below)
to enable You 10 either deploy a third-parly commencial, enterprise seqver software product for mobile device
management of I05 andfor OS5 X products, or deploy Your own Intemal mobiie device management for iDS

andior OSX products within Your compary, iization or ion. Apple is willing to grant You a
limited Boense to use the MDM Cemtificates as permitted hansin on 1he Lams and condibons sel forth in this
Agreement.

1. Accepting this Agreement; Definiticns

1.1 Acceptance

in order to use the MDM Certificates and related sanvices, You must first agree to this Licanse Agresment. If
You do not or cannot agree to this License Agresment, You are not permitted to use the MDM Centificates or
related services. Do not download or use the MDM Certificates or any related services in that case,

™| have read and agree 1o these terms and conditions.

Printable Version >
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8. (lick Browse and then select the CSR file downloaded from your Pulse One console, and click Upload.

FIGURE 21 Upload Certificate Signing Request

iTunes Support

Apple Push Certificates Portal

Create a New Push Certificate

Upload your Certificate Signing Request signed by your third-party server
wvendor to create a new push certificate.

9. (lick Download to download the MDM push certificate's PEM file. Save the file to your computer.

FIGURE 22 Download Signed Certificate

iPhone Munes Support Q

Apple Push Certificates Portal

Confirmation %

You have successfully created a new push certificate with the following information:

Service  Mobile Device Management
Vendor  Cellsec, Inc.
Expiration Date  May 14, 2015

Manage Certificates
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10. Return to the Apple MDM Cert page in your Pulse One console,

FIGURE 23 Upload Signed Certificate

Secure DASHBOARD ~ APPLIANCES
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Current Certificate Information

Subject
Issuer

Expired

Step 1

Download the signing request cert (CSR file).

Step 2

Step 3
Upload the certificate to Pulse One.

Choose File | Mo file chosen

Apple MDM Cert | Apple DEP Apple VPP

Generate Apple MDM Certificate

WORKSPACES ANALYTICS ADMINISTRATION

SETTINGS ~ ADMIN

UID=com.apple.mgmt.External.7dd208ca-1055-4b66:
CN=Apple Application Integration 2 Certification Authority, OU=Apple Certification Authority,

2018-11-23

Lolaadhe CoR filo g Agale aLbipcidegtitv.apple.com/pushcert

11. Click Browse and select the PEM file you downloaded from the Apple Push Certificates Portal.

12. Click Upload.

13. You can now review the MDM push certificate information in your Pulse One console.

FIGURE 24 Review Certificate
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